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ABSTRACT 

Mobility management is one of the most important issues in cellular network as the 

users have to move frequently in their day to day work. This issue (mobility 

management) is suggested within Mobile Computing environment in which most of the 

solutions of the mobility management have been worked upon. As a result, an important 

protocol that works in a good manner in sense of providing the user all the services while 

roaming between two different networks is the Mobile IP protocol. It works very well for 

the mobile users. A problem with Mobile IP protocol is that it is not able to manage the 

mobility of users that move within the small geographical areas called "cells". Mobile IP 

protocol stops operating at the micro level of mobility. Eventually, another solution was 

provided that can manage the mobility of the users that move between the small 

geographical areas. The solution is a new protocol that works at the micro level of 

mobility resulting in a Cellular IP protocol. 

This protocol as a solution of micro level of mobility could give a good contribution 

in mobility management. Though Cellular IP came into picture, still there are many 

problems that are to be addressed by the research community. One of these problems is 

how to provide a good Quality of Service (QoS) in sense of bandwidth and time delay in 

Cellular IP networks. We have proposed a solution to this problem by addressing the 

Header Compression technique to save the bandwidth of the network. In this the 

complete header will be compressed in such a way that the decompressor at the other side 

will be able to construct the compressed header. In this way we avoid sending redundant 

data repeatedly. The other problem is if the Mobile Host wishes to move to another sub

network (to another cell) within the same network. The classical method to deal with this 

is to repeat the compression and decompression procedure every time the Mobile Host 

handoffs to another cell. Our proposal, in this case, is to transfer the Context of Header 

Compression (Header Compression Context) from the Base Station of the Mobile Host to 

the Base Station in which the Mobile Host is approaching. The Header Compression 
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Context is established during compression and decompression procedure. The best 

scheme for the same is three states Header Compression Context. 

By using the Context Transfer of the Header Compression we can save the time as the 

Mobile Host needs only to initiate a new session with the new Base Station to which it 

has moved without reestablishing the Header Compression Context. It is so because the 

Context has already been transferred to the new Base Station. 

The chapter one of this dissertation contains an introduction about Mobile Computing, 

Mobile IP and Cellular IP in general. Solutions for mobility management and a brief idea 

about Header Compression, Context Transfer and there benefits in Mobile Computing 

also find place in this chapter. 

In chapter two we elaborated Mobile IP and Cellular IP protocols and explained every 

operation that may takes place in these two protocols and also we elaborated Header 

Compression technique and Header Compression Context Transfer. 

All of the operations mentioned above have been explained in the state diagram in 

chapter three. 

Chapter four contains simulation experiments for Bandwidth and Context Transfer. 

Finally a conclusion is drawn about the experimental result presented in chapter four. 
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A Model for Header Compression Context Transfer in Celluar IP 

Chapter 1 

Introduction 

The communication infrastructure around us has developed drastically, as a result of the human 

activities in the thrust of faster communication and data transfer. So besides the computing 

environments that are known to all of us another environment around us is the communication 

environment known as Mobile Computing. It is known as a computing environment over physical 

mobility for both physical and logical computing entities on move. Physical entities that we are 

talking about include computers, phone, etc. that change their locations while the user is moving. 

Logical entities can be considered as the programs and applications that the user is running or the 

mobile devices are supporting while moving with the physical entities. [ 1] 

From system point of view Mobile Computing can be considered as a system which gives its 

user the ability to perform a task like contact another users, download data or perform any other task 

from any location using any computing device (laptop, mobile set, etc.) [ 1 ]. Mobile Computing can 

be generalized by making the communication bearer to spread over both wired and wireless media. 

The access to information and data resources through Mobile Computing is necessary for 

optimal use of resource and increased productivity. [ 1] 

1.1 Mobile Computing Functionality 
Mobile Computing defined above, must provide many functionalities, as listed below [1]. 

(i) User mobility 

This functionality enables the mobile user to move from one location to another and to be able to 

use the same service across the network whether it is home network or remote network. 
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(ii) Network Mobility 

A good example here is Mobile IP protocol. In this case the mobile user is able to move from one 

network to another and yet is able to use mobile services when he gets into another network which is 

different from the home network. The other network in this case is called foreign network. 

(iii) Bearer mobility 

Depending on both the previous functionalities the mobile user can change its location within his 

home network as well as he can change his network and according to that if one service he was using 

in his home network is not available in the new network then the mobile computing environment 

should be able to provide the functionality known as "bearer mobility" in which the mobile user is 

able to change the bearer in the new network. For example, a user uses W AP bearer in his home 

network, and moves to another network where W AP is not supported. So he will switch over to 

another bearer like voice or SMS bearer to access the same application he was using. 

(iv) Device mobility 

This functionality is essential for mobile computing. Suppose a user is using his desktop to 

access an application and he is to move from his office to another place. While moving on the way 

he should access the application he was working with. So in this case he will definitely change the 

desktop to laptop to be able to move with, so changing the device must not affect his access to the 

application he was using. 

(v) Session mobility 

As the name indicates, the mobility should be applicable on the session that the user is doing. It 

means for the ongoing session, the session should move from one device to another. If the user, for 

example, changes his device which was laptop and uses desktop, then the unfinished session should 

move to the desktop for the user to be able to continue his session successfully. 

(vi) Service mobility 

When a user of a desktop is using Internet and trying to do a task he may need to use another 

service so he may simply shift to this service using the task bar without any difficulty. This 
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functionality must be supported in Mobile Computing environment because the user also may need 

to move from one service to another while using a mobile device. 

(vii) Host mobility 

When a host is mobile, it results in the change of IP addresses when he moves from one network 

to another. We say that the IP mobility needs to be taken care of in case of host mobility. 

After the discussion on the mobile computing functionalities, it is logically divided into the 

following segments: 

a) User device 

A fixed device like desktop computer in an office or a portable device like mobile phone. 

b) Network 

This is the main segment (component) of mobile computing because whenever a user is mobile 

he is going to use different networks at different places at different times. 

c) Gateway 

The gateway is required to connect the mobile network to Internet and to interface different 

transport bearers. As an example of the functionality of the gateway, it is to convert the analog 

signals generated by pressing the keys of a telephone into digital signals (digital data) by the IVR 

(Interactive Voice Response) of the gateway to interface with a computer application. 

d) Middleware 

This term is used in many fields. The main definition of it, form Mobile Computing point of 

view, is connectivity software consisting of a set of enabling services that allow multiple processes 

running on one or more machines to interact across a network. 

e) Content 

The content can be either a personal or corporate content and the origin server will have some 

means to access the database and storage services. 
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1.1.1 Mobile Computing Devices 

We have two categories of devices that can be used in Mobile Computing. They are Computing 

devices and Communication devices. Computing device which is used in Mobile Computing can be 

a desktop computer, laptop computer or a palmtop computer. Communication device can be either a 

fixed telephone or a mobile telephone. 

Nowadays both types of devices are integrated because they are used together. Sometimes fixed 

telephone is used and sometimes we use mobile telephone or both together. Any user of Mobile 

Computing device may face challenges like the inconsistent in the interaction from one device to 

another. [ 1] 

1.1.2 Developing Mobile Computing Applications 

The main thing which we must do in any postal system is to improve the user mobility. To 

improve any Mobile Computing environment is to adapt the context and behaviors of the 

applications in order to suit the current environment (Mobile Computing environment). The 

adaptation of context and behavior can be done through many ways; one way is to make the 

adaptation handled by the behavior of the middleware (software connectivity discussed previously). 

[I 9] 

Developing a new mobile system will differ from making an existing application mobile. [ 1] 

1.2 Mobile IP 

Mobile IP protocol is a protocol that gives any mobile user in Mobile Computing environment 

the ability to roam beyond his home network. While movement, the IP datagrams will be routed to 

this user so that the session can be maintained in spite of the physical movement of the user between 

his network which is called home network and the other network which is called foreign network. 

[I] 

1.2.1 Basic mobile IP 

The basic architecture of mobile IP consists of three types of entities. These entities work 

together in integrated form and are as follows. 
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~ Mobile Host (MH) 

~ Home Agent (HA) 

;.. Foreign Agent (FA) 

In this architecture, FA and HA are connected to the wired Internet and are responsible for 

providing all services to MHs as well as FA operates as a gateway between the wired and wireless 

side of the network. 

Making companson between cellular networks and Mobile IP networks we see that FA 

represents a base station that covers an area called cell. MH attaches itself to the nearest FA in 

Mobile IP networks while in cellular networks MH attaches himself to the base station of strongest 

signal. [5] 

1.2.2 Benefits of Mobile IP protocol 

The best and most useful solution, when the mobility of a user is required (desired), is Mobile IP 

protocol. It gives the user the ability to maintain a single address for the whole transitions between 

networks and network media, though Mobile IP maintains two addresses: home address and foreign 

address. However the user is considered to be having (maintaining) a single address. [2] 

In general Mobile IP protocol is useful in cellular environments as well as wireless LAN 

situations that may allow roaming. 

In Mobile IP networks each MH has his own home address and point of attachment with 

Internet. The only devices that need to be aware of the mobility of the user are mobile nodes and the 

router that serves the user and forwards the packets coming to the user depending on the topology of 

the network. 

1.3 Cellular IP 
Cellular IP is the protocol that manages the micro-level of the mobility. It consists of the 

following entities. 
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~ Base Station 

~ Gateway 

);> Mobile Node 

Cellular IP is the most useful mobility protocol as it can manage the mobility of users who 

frequently migrate. In this protocol, nodes maintain two kinds of caches; one is used for location 

management and the other is used for routing management. 

Cellular IP protocol can distinguish between active nodes (nodes that send and receive data) and 

idle nodes (nodes that don't send or receive). It maintains the position of "idle" mobile in paging 

cache. This point is very important in Cellular IP environment where it can pinpoint "Idle" mobile 

quickly and efficiently by using this paging cache. On the other hand this approach is very beneficial 

because it can accommodate a large number of users attached to the network without overloading the 

location management system. 

For active hosts, their positions are maintained in distributed routing cache. It dynamically 

refreshes the routing state in response to the handoff of active hosts. Thus using distributed location 

management and routing adds many benefits in Cellular IP. For example simple and low cost 

implementation of Internet host mobility without encapsulations or address space allocation. [6] 

To consider Cellular IP networks and Cellular networks there are many features that Cellular 

networks offer to Cellular IP networks that can enhance the performance of Cellular IP networks. 

Maintaining the properties like flexibility, scalability and robustness that characterize all !P-hased 

networks adds the to Cellular IP networks. 

But also applying Cellular techniques to Cellular IP networks may impose some difficulties. 

Cellular telephony systems rely on circuit switching that requires connection before the 

establishment of the connection, but in Cellular IP networks there is packet switching where routing 

on per packet basis is performed. In spite of difficulties mobility management and handoff 

techniques found in Cellular networks are applied. 
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1.4 IP Header Compression 

The need of number of users in any network requires more bandwidth and as a result services 

and consumers of these applications compete for the bandwidth available in the network. This 

becomes very important for operators to offer a high quality of services in order to attract more 

customers and encourage them to use their networks providing higher Average Revenue Per User 

(ARPU). This is the problem faced in most of the networks. 

A brief look on wireless networks shows that there is a high bit error rate where data are 

highly prone to wireless communications. It leads to the difficulty in providing bandwidth required 

by the users, thus the available resources must be used as efficiently as possible. 

The above conditions and requirements need a solution through which the bandwidth be 

available to all the users in any network maintaining a good quality of service. The best solution for 

this is using Header Compression technique which is an effective method to reduce the large 

overhead when transmitting the voice packets over wireless links. The studies show that Header 

Compression can reduce the load on the wireless link about 50-70%. [4] 

Another benefit with Header Compression is as follows. In TCP/IP protocol, a packet data is 

sent and in every layer a header is added to this packet. Thus a final packet, to be sent, becomes a 

large packet consuming bandwidth and also imposing time delay on the network. This problem can 

be solved or at least reduced with Header Compression technique. By using Header Compression 

technique abbreviated as (HC) we can compress the header of TCP/IP packet with any scheme to 

avoid sending redundant data. [ 4] 

The principle of header compression is to send a packet with full header, and subsequent 

compressed headers refer to the context established by full header and may contain incremental 

changes to the context. [4) 
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1.5 Context Transfer 

Context transfer means that we transfer the services that have already been established in one 

subnet to another subnet. This approach aims to reduce the time required to establish the services 

a gam. 

A Context Transfer protocol aims to minimize the impact of transport/routing/security related 

services on the handover performance. This protocol will result in a quick re-establishment of 

Context Transfer candidate services at the new domain. It would also contribute to the seamless 

operation of application streams. [7] 

Finally, the Context Transfer Protocol (CTP) is an end-to-end data transport protocol that 

supports data processing and improves the quality of service in the network in which it is applied. [7] 

1.6 Organization of the Thesis 

The dissertation consists of the five chapters arranged as follows. 

Chapter one discusses about Mobile Computing in general, Applications of Mobile Computing, a 

brief idea about Mobile IP, Cellular IP, Header Compression and Context Transfer are briefed in this 

chapter. 

Chapter two elaborates in detail about Mobile IP and Cellular IP protocols and also explains the 

operations that are included in these two protocols. It mentions importance of header compression in 

wireless communication along with the benefits of header compression. This chapter points out 

context transfer, its importance and benefits in Mobile Computing. 

Chapter three discusses the proposed model. It takes the automation of the Model and discusses the 

outcome of this Model. 

Chapter four talks about the simulation experiment carried out using network simulator NS-2. It also 

briefs about this simulator and its abilities and then discusses the results received from the 

simulation experiment. 
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Chapter five contains the concluding remarks about our work and results. It contains the benefits of 

our model in mobile computing. Future work is also pointed out in this chapter. 
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Chapter 2 

Mobile IP and Cellular IP 

In chapter one, we discussed that Mobile Computing Environment provides the user 

continuous access to data and services in a state of mobility from one network to another 

network without losing the connection. This principle differs from the other principle 

which is the portable computing environment in which the user moves from one location 

to another in the same network. 

Suppose a user of TCP/IP network connects to one sub-network. This connection 

requires source IP address, source TCP port, target IP address and target TCP port. The 

user in current state connects to Internet and uses the services offered from this sub

network. Now there is a need that the user must change his point of attachment to another 

sub network while still using the same services and connected to the Internet. The way to 

do so is by using the "Mobile Computing" technology. The term mobile refers that while 

the user is connected to applications across the Internet and the user's point of attachment 

changes dynamically; all connections are maintained despite the change in underlying 

network properties. This principle is similar to the principle of known cellular networks 

with the difference that in cellular networks the user handoffs from one cell to another 

cell and here the point of attachment is the base station that controls the cell in which the 

user currently exists.[!] 

2.1 Components of Mobile IP Protocol 

As mentioned in chapter one, there are three entities in Mobile IP protocol shown in 

figure2.1 [5, 17]. 

Mobile Host which is a user with computing device that changes its point of 

attachment from one sub-network to another. 

Home Agent this entity is a router found in user's home network and it is 

responsible of providing all services to the users in this sub-network where it tunnels 

10 



A Mndel fnr Header Cnmpre;.sinn Cnntext Tran;,fer in Cl'llular II' 

datagrams (explained in Sec.2.3.3) and delivers them to the mobile node when the later is 

away from his home network. Also home Agent is responsible for maintaining current 

location information for the Mobile Node. 

Home Network Foreign Network 

Network 

Figure 2.1 Mobile IP protocol components 

Foreign Agent is found in the visited network and is responsible for providing 

routing services to the user who registered himself in this sub- network, where the foreign 

agent de-tunnels the datagrams that they had been tunneled previously and delivers them 

to the mobile node (user).ln case the user sends datagrams, Foreign Agent may serve as a 

default router for registered Mobile Nodes. 

2.2 How does Mobile IP work? 

Mobile IP depends on two addresses during its movement. These two addresses are 

the home address and the care of address. The home address is the identity of the host and 

is static address. Also the host is known in its home network by the home address. The 

care of address is changed when the host changes its point of attachment. When the 

Mobile Node moves it will register its care-of-address with its Home Agent. Now if there 

are data to be sent to this host, the Home Agent will forward these data to the Foreign 

Agent in the foreign network in which the host exists, and this forwarding will be done 
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based on the care of address. When the packet is to be delivered to this host there should 

be modifications at the fields of packet header in which the field that contains the 

destination address must be changed and put the destination address as a care-of-address. 

[I, 15]. 

2.3 Operations in Mobile IP 

The operations of Mobile IP are elaborated as follows. 

2.3.1 Discovery 

This operation in Mobile IP networks uses ICMP protocol (Internet Control 

Message Protocol) which is integrated with IP protocol. ICMP messages are used for the 

purposes listed below. 

• Announce network errors. 

• Announce network congestion. 

Discovery function (or Agent Discovery) is a double side operation. Through the 

Agent which is responsible of one network, it is discovered that whether any new Mobile 

Host (MH) entered into its network. On the other hand the Mobile Host can know 

whether it is in a foreign network. 

The discovery procedure takes place as follows. 

The Agent of the network periodically issues (sends) advertisement. This 

advertisement is an ICMP message, in that the Agent tells the hosts from another network 

that it can have them in its network and serve them. On the other side the Mobile Host 

receives the message and then the important discovery procedure takes place. The Mobile 

Host starts comparing between the IP addresses of the Agent and its IP address. It 

compares the network portion of the two IP addresses. The decision is taken by the 

Mobile Host depending on this comparison. If the two previous parts are same then it 

decides that it is in its home network otherwise it discovers that it is in a foreign network 

under the responsibility of another Agent. 

12 
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In every advertisement message, an Agent sends, there may be information about the 

default routers (Agents) that Mobile Host can register with and also information about 

one or more care-of-addresses. [ 1] 

2.3.2 Registration 

After completion of discovery procedure the Mobile Host will be granted a care-of

address from the foreign network. This care-of-address needs to be registered with the 

home agent. The registration procedure is as follows [5], as depicted in figure2.2. 

1- The Mobile Node sends a registration request to the foreign agent. 

2- When the foreign agent receives this request it relays this request to the home agent 

of the mobile Node. 

3- Now it is the tum of Home Agent either to accept or to reject the request sent to it by 

the foreign agent where it sends a registration reply to the foreign Agent. 

4- Final step of registration is done by relaying the reply the foreign agent gets from 

home agent to the Mobile Node. 

Consider the case where the Mobile Node wants to move to a foreign network 

where there is no foreign agent or all foreign agents are busy. In this case how this 

Mobile Node will be granted the care-of-address and be registered? 

This can be done by an alternative method called co-allocated care-of-address in 

which the Mobile Node acts as a foreign agent. The Mobile Node makes the registration 

directly with its home address as it is clear from figure 2.2(b). [5] 

13 
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Figure 2.2 Registration procedure in Mobile IP protocol 

2.3.3 Tunneling 

This operation is done between the home agent and the foreign agent. In this 

operation the home agent adds a new IP address to the packet sent to the Mobile Host. 

This packet originally consists of IP header and the data (payload). In tunneling 

technique the total packet consists of two IP headers besides the payload. This operation 

is called encapsulation where the original has been encapsulated into another IP header. 

In the outer IP header the field source address is the same as home agent address, but 

destination address is equal to the care-of-address that the Mobile Host gets from the 

foreign network. The encapsulated packet is depicted in figure2.3 [I]. 
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Figure 2.3 Encapsulated packet during tunneling operation 

We can observe from the figure 2.3 that the original IP header is preserved and 

became as a payload of the outer header which is called the tunnel header. [ 1] 

In tunneling operation Home Agent intercepts all packets forwarded to the Mobile 

Node which is now in a foreign network, but now the home agent has the identity of the 

Mobile Node, this is for the home agent to be able to capture all packets destined for the 

Mobile Node that are transmitted across the home network.[ I] 
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2.4 Optimization in Mobile IP protocol 

In Mobile IP networks the packet-; sent between a Corresponding Node (CN) and 

Home Agent (HA) from one side and between (HA) and Foreign Agent (FA) from the 

other side creates overhead. 

The overhead involved in the network as a result from the non-optimized Mobile IP 

is called triangular routing. [5]. It is because the packets are routed from CN to HA and 

from HA to MH which has the care of address in the foreign network. The third segment 

is from Mobile Host (MH) back to CN. That's why this routing is referred as triangular 

routing. This is depicted in figure 2.4. [5, 20] 

() 

Home Netw01k 

Foreign Network 

TRIA~JGULAR ROUTING PROBLEMII! 

Figure 2.4 Triangular routing in Mobile IP 

Optimization of the route in Mobile IP protocol can be done by informing the CN 

of the current location of MN. But how can the CN be informed of the current location of 

MN? [5] 
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CN can be informed of the current location of MN by caching this location in a 

binding cache and this binding cache is a part of the routing table that exists in the CN. 

This operation is done through (HA). [5] 

The Route Optimization in Mobile IP networks requires the following messages. 

• Binding Request: This message is needed and sent by any Mobile Node in 

the network that wants to know the current location of any other Mobile Node. 

The procedure is implemented by sending a binding request from (MN) to (HA) 

which can tell this MN about the location of another MN by sending another 

message called binding update [5]. 

• Binding Update: This is the message that is sent by HA to any node in the 

network asking about a current location of any MH. This message includes the 

Home Address of the MH and the care-of-address that MH got from the foreign 

network in which it is residing now. After that the HA may request for 

acknowledgement from the Node to which the Binding Update message is sent. 

This Acknowledgement is called Binding Acknowledgement.[5] 

• Binding Acknowledgment: It is the signal sent by any Mobile Node having 

received Binding Update from HA. This message may not be needed always and 

is sent only when the HA asks for it.[5] 

• Binding Warning: It may happen that a MH receives a packet from FA and 

this FA is not the current FA of this MH. In this case the MH will send Binding 

Warning telling this FA that this packet is intended to be sent to another Mobile 

Node. This Binding Warning contains MN's address and the address of the 

MN from which this packet came.[5] 

The above discussion is in case when the MN migrated to a foreign network. The 

other case is when the MH makes handoff to another foreign network and changes its 

current FA to register with another FA. In this, there should be some changes like HA 
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must update its location database because the registration is forwarded to it. Also the new 

FA informs the old FA about the new registration of MN. [5] 

An update message is used to pass this information to old FA and in tum FA 

acknowledges this information. On the other hand CN, willing to send a packet to this 

MN, will not be informed about these changes. So it does not know any thing about the 

new location of the MN. As a result it will send the packets that it is willing to send to old 

FA. Upon receiving these packets, old foreign agent is now not responsible of the MN 

and it will forward these packets to the new FA under which the MN is now. The new FA 

sends a binding warning to CN to tell it that its binding cache became old. After that the 

CN will request a binding update from the HA to inform it about the new location of the 

MN. HA in tum will send a binding update to the CN informing it about the new location 

of the MN. CN will send Binding Acknowledgment back to the HA and at this point the 

CN is able of sending its packets directly to the new FA. [5] 

2.5 Cellular IP 

Mobile IP is a good protocol for mobility management but this mobility is the 

macro mobility in which the Mobile users move from one network to another. On the 

other hand if the Mobile user is willing to move within one network from one cell to 

another the "Mobile IP" protocol will not be efficient. In this case the best solution for 

management of this mobility (micro mobility) is cellular IP protocol, a new approach to 

Internet host mobility. This protocol gives an efficient location management and inherits 

Cellular principles for mobility management. It takes into consideration the passive 

connectivity, paging aspect, and fast handoff control. The difference here is that cellular 

IP protocol implements the mentioned principles from IP point of view (IP paradigm). [I] 

Some of the good features of this protocol are minimal need of resources, simplicity 

in design and minimal use of signaling which is very good in sense of not overloading the 

network. [I] 
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2.6 Cellular IP Model 

As Cellular IP protocol inherits the features of Cellular networks it is evident that 

Cellular IP Model will be similar, in basic elements, to the Cellular networks. Thus 

Cellular IP Model consists of the following components (elements). [21] 

~ Base station: In Cellular IP networks Base station works as a wireless access 

point and router of IP packets where if a Mobile host is willing to move from one 

location (cell) to another it has to attach himself with a new access point (Base 

station) and it will be responsible of providing all services to this Mobile Host. It 

will make routing of all packets coming to this Mobile Host until they reach their 

destination. As a solution, micro mobility Cellular IP protocol can be applied to 

indoor systems. Here the Base station will be needed in each office or office floor 

because as we have said that Base station in Cellular IP protocol is the access 

point needed to accommodate all hosts in the area under its control.[6] 

~ Gateway: This component is very important in Cellular IP protocol because 

the gateway is the element through which Mobile Hosts connect to Internet and 

through the gateway all Mobile hosts are able to communicate with correspondent 

nodes in another network and can also access Internet. Any Mobile Host moves to 

a new network it will be given the IP address of the gateway that will be the care

of-address for the Mobile Host.[6] 

~ Mobile Host: This entity in Cellular IP networks moves from one cell under 

control of one Base station to another cell where it has to register with the new 

Base station under which it is willing to move through an operation called 

han doff. 

Figure 2.4 shows the structure of Cellular IP network. [6] 
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Figure 2.5 Cellular IP Model. 

If we have a look inside Cellular IP network we'll see that all Mobile Hosts are 

identified by their home address and if there are data packets to be sent and routed then 

no need of tunneling (like in Mobile IP protocol). 

One feature of Cellular IP protocol is that it ensures that the packets are delivered to 

the hosts at any location. On the other hand if there is any Mobile Host which is willing 

to send some data packets, the way that it will be followed will be from Mobile Host to 

the gateway then from gateway to Internet till they reach their final destination. [6] 

In Cellular IP Model control messaging is tried to be minimized. In order to achieve 

that, packets sent by Mobile Hosts are themselves used to refresh host location 

information and in that case there is no need for more control messages to be sent. The 

Mobile Host which doesn't have any data to be sent from his side he has to send special 

IP packets towards the gateway. In this case the gateway will maintain the downlink 

route through which it communicates with the Mobile Host. [6] 

Cellular IP network classifies Mobile Hosts into two types: Passive Hosts and 

Active Hosts. 
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;.. Passive Hosts: This can be defined as the hosts that have not received packets 

for period of time. Those hosts allow their downlink routes to be cleared from the 

cache, where every Mobile Host maintains a cache.[6] 

;.. Active Hosts: They are the hosts that are in active mode. It means that they 

send and receive packets from other nodes in the network.[6] 

2.7 Operations in Cellular IP networks 

The following operations are identified for Cellular IP networks. 

2.7.1 Routing 

Routing mechanism starts with beacons that gateway sends and flood in the 

network. Base stations receive these beacons and record the neighbor they last received 

this beacon from and use it later to make routing of the packets towards the gateway. The 

routes that are recorded will be used to route the packets coming from all Mobile Hosts to 

the gateway without taking care of destination addresses of senders. Route information 

are recorded by each Base station where upon the packet reaches the base station. The 

last (Base station) will store the IP address of the source Mobile Host and the neighbor 

from which the packet reached to the node. Finally this packet will reach to the gateway. 

In this case the route now became known, when a packet comes to the Mobile Host that 

initiated (originated) the packets. The gate way will send back the coming through the 

same route. This route remains valid (available) for time called route-timeout. We can 

define this time as the time during which the route is valid and data packets can be 

forwarded through this route. We have to notice here that the packets that the Mobile 

Host sends through this route are used to refresh the mapping (route information stored in 

every Base station cache). [6] 

As the route mapping becomes available for the Mobile Host, this Mobile Host may 

some times wish to preserve this route mapping. Even it doesn't send data packets 

regularly through this route, but how can the Mobile Host preserve this route mapping? 
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This can be done by sending packets called route-update packets on the uplink to the 

gateway at regular intervals called "called-update time". Route update packets refresh the 

routing cache information as the normal packets do. 

It is observed that there is a profit by maintaining route mapping in sense of time. 

The time taken to establish (to get information) this route will be avoided when the 

Mobile Host maintains its route mapping and it can directly use this route if it is to send 

data packets though this route again.[6] 

2. 7.2 Hand off 

Handoff operation in Cellular IP network refers to the movement of Mobile Host 

from one geographical area called cell under the control of one Base station to another 

cell (Base station). This operation depends on the signal measurements taking place by 

the Mobile Host and according to the signal strength Mobile Host will decide the cell to 

which it has to handoff. Cellular IP protocol supports two types of handoff: Hard Handoff 

and Soft Handoff. [6] 

2.7 .2.1 Hard Handoff 

Mobile Host measures signal strength sent by those stations by listening to beacons 

transmitted by those Base stations where, as we have mentioned earlier, that each base 

station sends beacons flood into the network. Now Mobile Host shifts to the new cell and 

becomes under the control of the new Base station. After that Mobile Host sends route

update packets to the new Base station under its control it is now. This route update 

packet changes route mapping existing in routing caches in all Base stations and 

establishes a new path. This is because this Mobile Host wants all Base stations to know 

its new location where routing in Cellular IP is done on hop-by-hop basis and all data 

packets sent to this Mobile host should be routed to this new location according to the 

new route mapping. [6] 
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Figure 2.6 Handoff operation in Cellular IP networks 

As it is clear from figure 2.6 that during hard handoff operation and before the 

Mobile Host moves to the other Base station there will be an intermediate Base station 

called crossover Base station which is a common branch between old and new Base 

station. [6, 22] 

Advantage of hard handoff is its simplicity. Only the Mobile Host needs to measure 

signal's strength to move to the other cell sending a route-update packet. As a result hard 

handoff can minimize network traffic during handoff operation. But also there are many 

disadvantages of hard handoff like the time delay and packet loss during the period in 

which the Mobile Host switches to the new Ba-;e station. A time, called handoff latency, 

is the time that starts by initiation of hard handoff and the arrival of the first packet along 

the new route. This time is equal to the round trip time between Mobile Host and the 

crossover Base station. [6] 

Regarding packet loss that can happen during hard handoff, we can say that in 

comparison with Mobile IP protocol the time taken to redirect packets to the new location 

of Mobile Host is shorter than that in Mobile IP protocol. [6] 
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2.7.2.2 Soft Handoff 

In soft handoff scenario in cellular IP networks Mobile Host sends a soft packet 

which is a request to the new Base station, and then returns back at the same time to the 

old Base station to continue the session that was taking place between it and the old Base 

station. Using this semi-soft packet, routing cache mapping will be changed in order to 

establish a new route related to this Mobile Host. At the time of new route establishment, 

the Mobile Host will be connected to the old Base station and continue the old session 

with the old Base station. This procedure continues for a semi-soft delay. After this time 

delay the Mobile Host will be moved to the new cell and begins a new session with the 

new Base station. [6, 22] 

Advantage of soft handoff is that it is suitable for large numbers of Mobile Hosts 

(large Cellular IP networks) that make frequent handoffs between cells. In soft handoff, 

time delay is less than time delay in hard handoff because creation (establishment) of the 

new route is done by semi-soft packet that the Mobile Host sends before it hands-off to 

the new cell.[6] 

2. 7.3 Paging 

In Cellular IP networks, Mobile Hosts need to update their location information in 

case they are in active mode. Because of that they will be connected to the internet all the 

time, the thing which makes them reachable all the time and consume bandwidth and 

battery power in a big amount. This is different in wired networks where hosts are 

connected all the time even they don't consume that much of bandwidth. [6] 
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Figure 2.7 paging areas and active areas in Cellular IP 

In Cellular IP system, if the Mobile Host is not sending or receiving any packets, it 

will be idle and is in a passive connectivity. This passive connectivity state is defined in 

Cellular IP networks for a period of time called active state-time-out. [8] 

Base stations in Cellular IP networks are grouped into paging areas as it is clear from 

figure 2.7. In the case in which there is a Mobile Host reachable in the network, it has to 

send paging-update packets at regular time intervals called paging update-time. These 

packets should be sent to the gateway while routing in Cellular IP network is done in 

hop-by-hop. Then page mapping should be kept in Base stations at paging caches and this 

mapping is changed by paging-update packets sent by Mobile Hosts. [6] 

Suppose there was a packet addressed to an idle Mobile Host, it will reach to the 

gateway coming from its source; the gateway then will forward this packet to a base 

station in order to make hop-by-hop routing. The base station will see that there is no 

valid routing cache mapping for this mobile host, so the base station will check for the 

validity of paging cache mapping. If the Mobile host has a valid paging cache mapping, 

the base station forwards this packet to the Mobile Host which will be at that time in the 

active mode. [6] 
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2.8 IP Header Compression 

The Header Compression and its possibility m Cellular IP 1s elaborated 111 this 

section. 

2.8.1 The need 

In any network there is a competition for the availability of band\\'idth to customers 

in this network. It is clear from figure 2.8 

The chain is as strong as its weakest link 

' I 

~blicsMtch 

Figure 2.8 Networks developing so there is need for bandwidth. 

As a result, the network operators should offer a good quality of service including 

bandwidth in order to make many customers subscribe their networks. [-+] 

For wireless networks there is a high probability of error, high latency, and high bit 

error rate. Under these circumstances there is the need to use the available resources in 

the network in an efficient way for this network to be able to provide the services for all 

users in a good manner. [4] 

As mentioned previously. with the problems of wireless networks, IP packets are big 

in size because of the headers added from every layer to the basic payload. That's why 

these packets will consume a big amount of bandwidth. The only solution and efficient 
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solution for this problem is to compress these packets in order to make saving of 901/c in 

bandwidth. According to the studies this is one benefit of Header Compression. There are 

many other benefits like: reduction in packet loss and improvement in the response time 

of the network. [..J.] 

So we can define Header Compression as the proce-;-; of decreasing the size of JP 

packet-; before transmitting them in the link ami then decompressing them when receiving 

them again. This process is done by a\ oiding sending redundant fields of the IP header as 

we will see later. [..J.] 

2.8.2 Header Compression and link efficiency 

Efficiency of Header Compression is observed by studying IPv4 is total -W bytes in 

size of which: 

IPv..J. size=20 bytes. 

User Datagram Protocol (UDP) size=8 bytes. 

Real Time Transport Protocol (RTP) size= 12 bytes. 

It has been observed that by using Header Compression we can decrease the size from 40 

bytes to 2-4 bytes as evident from figure 2.9 

-21 bytes -.j 

Figure 2.9 Header Compression technique 

This decrement in packet size is good and results in major bandwidth saving. [4] 

Header Compression can improve the efficiency of transmission link by improving 

response time due to smaller packet size that we get from Header Compression and also 

reduction in the probability of packet loss. Efficiency improvement of link can be 

observed by using Header Compression \Vhere Header Compression will decrease packet 
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header overhead (bandwidth saving), reduces packet loss and improve response time of 

the network. Through the benefits we can say that Header Compression results in 

efficient link but we still have to explain these benefits in detail. [ 18] 

Improve interactive response time: In low-speed links if we want to send data 

this may take a long time like (I 00-200) ms which is not good for users who require high 

transmission speed. On the other hand by using Header Compression the time required to 

transmit these data is far less than before because here (by using Header Compression) 

we send only some fields and avoid sending the redundant fields and that results is a less 

transmission time. [9] 

Sending bulk data using small packets: Where we have bulk traffic (e.g. FTP) 

and interactive traffic (e.g. Telnet), these are mixed together. Then sending bulk in small 

packets (using Header Compression) will decrease the waiting time which is an important 

parameter for interactive data .[9] 

Decrease Header overhead: Overhead in general is an extra amount added to the 

basic amount due to some operation taking place. For example if we took IPv6 for mobile 

IP Protocol which has a size of 512 octets, when a tunneling operation (discussed earlier) 

takes place there will be I 00 octets added as overhead to the main packet. It means that 

there will be 19.53% overhead is added. By using Header Compression this amount can 

be reduced from 19.53% to 1% at least. [9] 

Reduce packet loss: It is obvious that by using Header Compression we are going 

to send fewer amounts of bits. It will reduce the packet loss and in tum increase the 

throughput for TCP protocol. [9] 

Now let's have a close look at the structure of IPv4 header in figure 2.10 [ 11 ]. 
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T<)S 

TTL Protocol 

Source IP .i\dch·ess 

Destination IP A.ddiess 

Figure 2.l0 IP\·-4 Header fonnat 

Various fields are as foll ows. 

Ver: This fiel d includes the Versi on of IP header used. 

H Len: Indicates IP Header Length in bytes. 

TOS: Type of Senice in which there is the level of importance assigned to the 

datagram. 

Length: Includes the total length. 

10 (Identification): \vh ic h contains an imeger that identifies the current dJtagram. in 

case th ere were segments it \\ill help in grouping them. 

Flags: It is three bit fi eld used for the purpose of fragmentation . 

Fragment Offset: In case of fragmentation this field is used to indicate the positi on 

of the fragment's data relative to the beginning of the data in the original datagram. 

TTL (Time To Live): maintains a counter which decrements down to Zc:'ro at the 

point the datagram discarded. This field is useful because it does not allO\\ packets to 

loop endlessly. 

Protocol: This field indicates which upper- layer protocol receives incoming. 

Checksum: Used for error detecting. 

Source IP Address: Indicates the address of the receiver. 

Destination IP Address: Indicates the final address of the sent pac ket. 
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We can classify these fields into four categories [23] 

)ii> Static fields (STATIC): these fields don't change during transmitting or 

receiving operation. 

);o> Delta fields: these fields can be changed by small values (delta values). These 

delta values can be sent instead of the whole fields because sending of the whole 

fields consume more bandwidth and more time, so we can avoid that by sending 

these delta values. 

);;> Random fields: these fields can be changed randomly so when using Header 

Compression we need to send them. 

);> Inferred values: when we receive the compressed packet, then values of these 

fields can be inferred from the other values. 

2.9 Compression/Decompression process 

The Header Compression/Decompression process is explained here in this section. 

2.9.1 Compression Process 

In compression process, context is established on both sides Compressor and 

Decompressor. 

Figure 2.11 shows the Model used for Compression/Decompression in Van Jacobson 

compression algorithm. [9]. 

saved packet headers 
for n conn~rtS 

DD- D 

Figure 2.11 Compression/Decompression Model 
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First of all we will explain the Compression side of this Model and later 

decompression side. 

Compression side 

The Compressor uses SLIP (Serial Line Internet Protocol) which is useful for 

allowing hosts and routers to communicate with one another. Using it, host-host, host

router and router-router communication are possible. Compressor also uses a Framer 

which is the last point in the Compressor side and first point in Decompressor side. 

Framer is responsible for communicating packet data between Compressor and 

Decompressor also putting the type and boundary of the packets. This operation is useful 

for the Decompressor to know how many bytes came out of the Compressor. After 

highlighting the structure of the Compressor used, the mechanism used for Compression 

in the Compressor is as follows. 

When the packets come to the Compressor it starts to check the type of these packets. 

If the coming packet is either Non-TCP Protocol packet or Uncompressible TCP packet, 

the Compressor will put this packet into the category TYPE_IP packet and passes it 

directly to the framer. If the coming packet is of the type Compressible TCP packet, the 

Compressor at that time will be having an array in which it stores packet headers. When 

this TCP packet comes, the Compressor will look up this packet into the stored array, if 

matching is found then the packet is compressed and passed to the framer [ 10]. If no 

matching is found, then it will be a new entry into the array to be compressed with and 

directly a packet of the type UNCOMPRESSED_TCP is sent to the framer. 

2.9.2 Decompression Process 

Upon reaching the compressed packet to the Decompressor, if that packet was 

corrupted (error has been detected in it) then this packet obviously can not be 

decompressed and has to be dropped making the decompressor out of synchronization. 

[9] [29] 

This corrupted packet which the decompressor couldn't decompress, when it arrives 

to the decompressor it will assume that the reason behind not decompressing it correctly 
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is that one or more previous packets are lost. Because of that the following packets 

received by the decompressor may also be dropped even though they may be transmitted 

correctly. This is called error propagation. [9] [29] 

The decompressor recognizes the types of incoming packets and does a "switch" on 

the type of incoming packets. Non-TCP packets are simply passed through the 

decompressor. For UNCOMPRESSED_TCP packets the decompressor will get the 

connection number and use it as index into the receiver's array of saved TCP/IP headers. 

For the third type which is compressed TCP packets, after the decompressor gets the 

connection number it uses it as an array index to get the TCP/IP header of the last packet 

from that connection.[9] [29] 

Also the establishment of context is done on the decompressor side and to increase 

the possibility that the decompressor correctly establishes the context n full header 

packets are initially sent. Establishment of context is discussed in more detail in the 

following section. [29]. 

2.10 Context Transfer 

Context, an important parameter, to establish the connection, is transferred. The 

process is discussed here. 

2.10.1 Context Definition 

Whenever a Mobile Host exists in a network it must be provided some services like 

Authentication, Authorization, Accounting (AAA), QoS, etc. 

These services form the important thing which is called Context. 

These information are needed to re-establish these services on a new subnet if this 

Mobile Host moves to another subnet. We can take an example of Context in Cellular IP 

protocol when we use a Header Compression technique which is an important service to 

be provided to the Mobile Host. The Context of this Header Compression is established 

and later on transferred when this Host handoffs to a new subnet. The Context of Header 
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Compression usually consists of STATIC fields and DELTA fields which are needed to 

reconstruct the compressed header on the Decompressor side. [7]. 

2.10.2 Context Transfer Definition 

If the Mobile Host moves to another sub network, it needs to re-establish those 

mentioned services in the new sub-network. But reestablishing these services again and 

again seems to be costly in sense of time and in sense of bandwidth. We can say that it is 

at any way not good for network resources utilization. 

So the substitute solution that can be suggested is Context Transfer which means the 

movement of the established Context in one sub-network to the new sub-network to 

which the Mobile Host is willing to move. It is the movement of the established Context 

from one router or any other network entity to another as a means of re-establishing 

specific services. [7]. 

2.10.3 Need for Context Transfer 

The most important need for Context Transfer observed is the quick re

establishment of services that exist in the previous subnet without wasting a lot of time 

again. 

An important example, in this regard, is transferring Header Compression Context 

which has been established during Compression/Decompression process. Transferring the 

Context should be done when the Mobile Host is no longer receiving packets from the 

old base station and connected to the new base station before receiving any packet 

through this new base station. [7] 

2.10.4 Context Transfer Process 

Establishment of context is done during the operations of Compression 

/Decompression. The compressor which has the packet examines the packet header and 

classifies the fields of header that will be compressed. Because some of these fields will 

form the context later on, after the establishment of the context, this context should be 

unique and this can be done by giving it a number called Context Identifier number 
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(CID). This is the process of Context establishment on the Compressor side. After that 

the compressor transmits the full packet (uncompressed) to the decompressor which will 

start building the Context on its side. Usually the established Context consists of STATIC 

and DELTA fields described previously of the header. We need to notice here that while 

the Context contains STATIC fields, that mean that the compression can be done by not 

including STATIC fields in the packet. The compressor usually sends n full packets in 

order to increase the probability that the decompressor establishes the Context correctly. 

After establishment of the context the decompressor sends an Acknowledgement to 

confirm the establishment of the Context. [II] 

2.10.5 Three state Header Compression Context 

This scheme is suggested to further enhance the compression reliability where it has 

three phases of compression and can be discussed as follows. 

From figure 2.12 it is clear that in partly compressed packet stage the packet header 

will consist of CID, Random fields, Delta fields and possibly Inferred fields. Therefore 

here the context will consist of STATIC fields. 

Initial state 
(Full packets are 
sent) 

2nd order state 

(Fully compressed 
packet are sent) 

I ' 1 order state 
(partly 
compressed 
packets are sent) 

Figure 2.12 Three states Header Compression Context 

In the other state (fully compressed packets) the packet header consists of CID, Random 

fields and Delta values so that the context consists of STATIC and Delta fields. The 
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importance of this scheme comes from the fact that it limits the impact of lost context of 

the first state. [II] 
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Chapter 3 

The Proposed Model 

This chapter contains the model proposed for the context transfer with Header Compression in 

Cellular IP 

3.1 Analysis of Cellular IP Model 

During this analysis, the transition diagram has been explained that describes the whole 

operations that take place in cellular IP network as well as the context transfer operation. 

In this transition diagram we used four bits to recognize all possible inputs. Four bits are 

sufficient enough to represent all possible states. In what follows we will show all possible inputs 

and the operations of every input. Table 3.1 briefs the operation corresponding to each string. 

·-
Input string Operation that it represents 
0000 Information about the network sent to the 

MH from the BSh 
0001 Signal sent from BSh to MH and it is 

strong 
0010 Signal sent from BSf to MH and it is weak 
0011 Registration request from MH to BSh 
0100 Registration reply from BSh to MH 
0101 Data sent from MH to CN 
OliO Data received from CN byBSh 
0111 Full packets are sent from BSh to MH 
1000 Partially compressed packets are sent to 

MH 
1001 Fully compressed packets are sent to MH 
1010 MH sends rout-u_l)_date packet to the BSf 
1011 Registration request to the BSf appended 

with it the context which was established 
before 

1100 Registration reply from BSf 
1101 ACK sent from BSf that it got the context. 

Table 3.1 
In this table: 

BSh refers to the Base station in which the Mobile Host is now. 

BSf refers to the Base station to which the Mobile Host is willing to move (handoff). 

36 



0001 

0010 

Figure 3.1 Transition diagram for Cellular IP 
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List of states 

Various states, used in the Transition diagram of Cellular IP( figure 3.1 ), is explained as below. 

Ql 

The initial state which tells us that the Mobile Host has just switched on and received 

information from the base station which controls the cell in which it is now. 

Q2 

This state tells us the strength of the signal coming from the base station is controlling the 

cell in which the Mobile Host is now stronger than other signal strengths. This base station is 

called as BSh. 

Q3 

It means that the Mobile Host has sent a registration request to BSh because it measured the 

strongest signal from it. 

Q4 

BSh replies the registration request sent from the Mobile Host. 

QS 

In this state the Mobile Host sends data to another mobile node in the network. This mobile 

node is called as CN (Corresponding Node). 

Q6 

This state is reached when the CN sends data to the Mobile Host. Here we need to consider 

that BSh will receive these data before they arrive to MH where data compression procedure will 

start in the next state. 

Q7 

It is the first state of the three state HC context in which BSh sends n full packet to the MH. 

Q8 

Second state of the three state HC context and in this state BSh sends partially compressed 

packets to MH. 
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Q9 

Third state of the three state HC context. Here BSh sends full compressed packets to MH. 

QlO 

The strength of signal coming from another base station is stronger than the strength of the 

signal coming from BSh. We call the other base station BSf. 

Qll 

Here MH is willing to make handoff to the other cell with the stronger signal so first it will 

send rout-update packet to BSf before it performs the handoff. 

Q12 

Mobile Host sends registration request to BSf and appends with it the context which had 

been established in the three state HC context. 

Ql3 

BSf sends reply to the MH for the previous request. 

Q14 

BSf sends ACK to MH that it got the context and now ready to make session with it without 

re-establishing the context again. 

3.2 Explanation of the state diagram 

First of all, when the Mobile Host (MH) is switched on it receives cell information from the 

base station that controls the cell in which it is now (BSh). At that time MH will measure the 

strength of the signals coming to it from all base stations in the network. If the strength of the 

signal coming from BSh is strong, it will send a registration request to this base station in order 

to register itself in this cell until it moves to another cell. After that BSh will reply to MH's 

request and allow it to register itself with it. Now the Mobile Host (MH) is able to make session 

with the base station BSh, and MH is able to send data to a mobile node in another cell of the 

same network. We call the other mobile node CN (Corresponding Node). Data will also be sent 

from the CN to the Mobile Host (MH). When data will arrive first to the BSh the later will start 

header compression procedure during which the establishment of the context will also be done. 

The establishment of the context will be done through three state header compression context. 
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This scheme is suggested to enhance compression reliability. In first order state of this scheme 

BSh sends 'n' full packets to the Mobile Host (MH) in order to increase the probability that the 

decompressor (MH) correctly establishes the HC context. Then in second order state BSh sends 

partially compressed packets to MH. Final state of the HC context starts when BSh sends fully 

compressed packets to MH. Now from this state (Q9) if the MH detects that the strength of the 

signal coming from BSf is stronger than the strength of the signal coming form BSh it will send 

request to the BSf in order to make handoff to the cell under control of BSf. This request is 

called soft handoff request. With the soft packet the MH will append the context as had been 

established before. BSf in turn will reply to the request and get the context. In this way the 

context is transferred to the other base station and this base station will send an ACK to MH to 

inform it that base station got the context it sent and ready to initiate the session with the MH. 
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Chapter 4 

Simulation Experiment 

We carried out the experiment to find the probability of error during Header 

Compression (explained in Sec. 4.1). We also have noted the variation in time with 

context transfer and without context transfer with varying packet sizes. It is explained in 

Sec. 4.2. Finally we carried the experiment to study effect of Header Compression on 

Bandwidth using NS-2 simulator. In Sec. 4.3 the brief discussion on NS-2 follows the 

expel'iment and results. Concluding remarks are suffixed at the end of each experiment. 

4.1 Probability of error during Header Compression 

Despite the fact that we are studying context transfer, we have to take care of the 

error that can be found because context is a result form header compression procedure. 

We considered that the IP header, we deal with, is IPv4. The size of this header is 40 

bytes before we apply header compression technique on this header, but the size that we 

can get after header compression is 4 bytes. 

So the probability that no errors is in a packet is 

P =(I -a) where a is (Bit Error Rate) BER 
" 

Probability that there is one byte in the packet in error is 

Now we have applied these two probabilities for compressed packet and uncompressed 

packet. The following results are obtained (table 4.1) 
' 
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Bit Error Rate (BER) Probability of error in 
case of compressed 
header 

0.001 0.0315 
0.002 0.06205 
0.01 0.27519 

Table 4.1 

The same is explained by a bar diagram (figure 4.1) 

probability of error 

.01 

Bit Error Rate 

Probability of error in 
case of uncompressed 
header 
0.27397 
0.47304 
0.95988 

~ o probability of error with 
header compression 

• • probability of error witout 
header compression 

Figure 4.1 Probability of error for various BER 

Observations 

1- Probability of error is increased in case of a big error rate. 

2- Probability of error is bigger in case of uncompressed headers, which is one 

benefit of the Header Compression. As a result bit error rate will be decreased in 

case of context establishment and transfer because it is only a part of header 

compression. 
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4.2 Time Compression with context transfer and without 
context transfer with varying packet size 

From state diagram we can see that context establishment takes three states Q7, Q8, 

Q9 to finish this operation, while transferring the established context consumes only two 

states QIO, Qll. 

So the time taken to transfer the context is much less than the time taken to re

establish the context again and start a session again. This time changes every time due to 

the nature of the packet every time. It means that since the data sent by the packet 

changes every time so the size of the packet changes every time and as a result the time 

taken in each case (Context Establishment and Context Transfer) will be different. Table 

4.2 shows different packets sizes and the time taken followed by figure 4.2. 

Context Context re-
transfer establishment Average 

Size of packet time time overhead 
500 6.2188 20.0436 4.072 
1000 1.5031 11.0094 4.036 
1500 1.068 6.2708 4.024 
2000 0.8004 4.7027 4.018 
2500 0.6002 4.4017 4.014 
3000 1.0335 3.1343 4.012 
3500 0.4572 2.6580 4.010 
4000 0.3751 2.3506 4.009 
4500 0.7112 2.0671 4.008 
5000 0.3201 2.1803 4.007 
5500 0.2728 1.7094 4.006 
6000 0.2667 1.8169 4.005 
6500 0.2462 1.4309 4.004 
7000 0.4429 1.3430 4.004 
7500 0.2001 1.4668 4.004 
8000 0.4000 1.1626 4.004 
8500 0.1765 1.2942 4.003 
9000 0.3263 0.9895 4.003 
9500 0.1600 0.9401 4.003 

Table 4.2 
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packet size and time 

! ----time with context transfer" -+-time without context transfer 

o\€rhead taken in each case 

packet size 

Figure 4.2 Time taken for different packet sizes 

Observations 

1- The time taken for the context transfer is less than the time taken for context re
establishment for all sizes of sent packets even that's proved for bigger sizes of 
packets. 

2- When the time taken to send a number of packets reached to a specific value the value 
of overhead will become constant. 

4.3 Simulation using NS-2 Simulator 

NS or the Network Simulator (popularly called NS-2 in reference to its current 

generation). It is a popular simulator for its extensibility (due to its open source model). 

NS is mostly used in the simulation of routing and multicast protocols, among others, and 

is heavily used in AD-HOC research. NS supports an array of o_Qpular network protocols, 
·~·'" 

offering simulation results for wired and wireless networks alike. [ 13] [28] 

4.3.1 Design of NS-2 Simulator 

NS-2 was built in C++ and provides a simulation interface through OTCL, an 

object-oriented dialect of TCL. The user describes a network topology by writing OTCL 
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scripts, and then the main NS program simulates that topology with specified parameters. 

[ 12] 

4.3.2 What is TCL language? 

TCL stands for Tool Command Language. It is designed to be glue that assembles 

software building blocks into applications. In addition, TCL is interpreted when the 

application runs. The interpreter makes it easy to build and refine the application t'n an 

interactive manner. [ 15] 

4.3.3 Nodes and packet forwarding 

Node Basics 

The basic primitive for creating a node is 

$ ns [new Simulator] 
$ ns node 

The instance procedure node constructs a node out of simpler classifier objects. The node 

itself is a standalone class in TCL. However, most of the components of the node are 

themselves TCL objects. [ 14] 

The typical structure of a (uni-cast) node is as shown in figure 4.3. 
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r-·-·---------·---·-·-·-·-·-·-·-·-·-·-·-·-·-
NODE 8 Port 

Classifier ' Agent 

agents_ 

i 

i 
i . 
I ________ j 

Figure 4.3 Structure of uni-cast node used in NS-2 Simulator 

This simple node consists of two TCL objects 

Address classifier and port classifier. The function of this classifier is to distribute 

incoming packets to the agent or outgoing link. 

All nodes contain at least the following components 

• An address or ID -

• A list of neighbors 

• A list of agents 

• A list of agents 

• A node type identifier 

• A routing module 

46 



A Model for Header Compression Context Transfer in Celluar JP 

In order to enable multicast simulation, the simulation should be created with an 

option "multicast on" e.g. 

$Set ns [new Simulator-multicast on] [ 14] 

Node Methods: configuring the Node 

Procedures to configure an individual node can be classified into [ 14] 

Control functions 

Address and port number management, uni-cast routing functions. 

Agent management 

Adding neighbors 

4.3.4 The classifier 

The function of a node when it receives a packet is to examine the packets fields, 

usually its destination address, and on occasion, its source address. It should then map to 

the values to an outgoing interface object that is the next downstream recipient of this 

packet. 

A classifier provides a way to match a packet against some logical criteria and 

retrieve a reference to another simulation object based on the match results. Each 

classifier contains a table of simulation objects indexed by slot number. The job of a 

classifier is to determine the slot number associated with a received packet and forward 

that packet to the object referenced by that particular slot. [I 4, 25] 

4.3.5 Mobile Networking in NS 

The basic wireless model in NS essentially consists of the Mobile Node at the core with 

additional supporting features that allows simulations of multi-hop Ad-hoc networks, 

wireless LAN etc. A Mobile Node is the basic node object with added functionalities of a 

wireless and mobile node like ability to move within a given topology, ability to receive 

and transmit signals to and from a wireless channel etc. A major difference between 

them, though, is that a mobile node is not connected by means of links to other nodes or 

mobile nodes. [ 14] 
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4.3.5.1 Creating wireless topology 

Mobile Node is the basic NS node object with added functionalities like movement, 

ability to transmit and receive on a channel that allows it to be used to create mobile, 

wireless simulation environments. The class Mobile Node is derived from the base class 

node. The mobility features including node movement, periodic position updates, 

maintaining topology boundary etc, are implemented in C++ while plumbing of network 

components with mobile node itself have been implemented in OTCL. 

Creation of a mobile node can be performed as in this code: 

$ ns_node_config -adhoc Routing $opt (adhoc Routing) 

-11 Type $opt (LL) 

-mac Type $opt (mac) 

-if qType $opt (ifq) 

-if qLen $opt (if qLen) 

-ant Type $opt (ant) 

-proplnstance [new $opt (prop)] 

-phyType $opt (netif) 

-channel [new $opt (chan)] 

-toplnstance $topo 

-wire Routing OFF 

-agent Trace ON 

-router Trace OFF 

-mac Trace OFF 

Next actually create the mobile nodes as follows 

For {set j 0} { $ j < $ opt (nn)} { incr j} { 

Set node_ ($j) [$ ns_node] 

$ node_ ($i) random-motion 0; #disable random motion} 

The above procedure creates a Mobile Node, creates an adhoc- routing agents a 

specified , creates the network stack consisting of a link layer, interface queue, mac layer, 
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and a network interface with an antenna, uses the defined propagation model, 

interconnects these components and connects the stack to the channel. [ 14] 

4.3.5.2 Creating Node Movements 

The Mobile Node is designed to move in a three dimensional topology. However 

the third dimension (Z) is not used, that is the Mobile Node is assumed to move always 

on a flat terrain with Z always equal to 0, thus the Mobile Node has X, Y, (Z=O) co

ordinates that is continually adjusted as the node moves. There are two mechanisms to 

induce movement in Mobile Node. In the first method, starting position of the node and 

its future destinations may be set explicitly these directives are normally included in a 

separate movement scenario file. 

The start -position and future destinations for a Mobile Node may be set using the 

following APis: 

$node Set X <XI> 

$node Set Y_ <Yl> 

$node Set Z_ <ZI> 

$ ns at $ time $ node set dest <X2><Y2> 

<speed> 

At($ time) second, the node would start moving from its initial position of (Xl,Y1) 

towards a destination (X2,Y2) at the defined speed. In this method the node-movement

updates are triggered whenever the position of the node at a given time is required to be 

known. This may be triggered by a query from a neighboring node seeking to know the 

distance between them or the set dest directive described above that changes the direction 

and speed of the node. [ 14] 

4.3.6 Creating output files for X-graph 

One part of the NS-2 simulator is 'X-graph' a plotting program which can be used to 

create graphic representations of simulation results. We can create output files in our 
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TCL scripts which can be used as data set-; for X-graph but for that we have to use traffic 

generators to be able to make such output files. [I 4] 

4.3.7 Using NS-2 Simulator for Cellular IP Model 

The Model we are going to simulate is described in figure 4.4 

ln this model (topology) three base stations are connected together, each one control 

a cell and we have two Mobile Nodes move from one cell to another. Cell limits are not 

depicted in the figure due to simulator abilities. 

The simulation scenario is as follows: the Mobile Node (0) 
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file ~ews Bnalysis /usrllot:al/out .nam 

<4<4 I -. • 
I 

4 .560732 1 Step: 6 .3ms 
I ____. 

0--- -CD 

\ 
,_ 1---_j ______________________ ____~l.-

,, 

I I, I I I I I I I I I , I I I I I I I I I, I I I I I I I I I , I I I I I I I I , , I I !II&tru j 
I l 

Auto layout: Ca lo.15 Cr lo.75 Iterations 11 0 Recalc re-layout I reset I 

Figure -+.4 Cellular IP Model 
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As we can see, this model consists of three Base Stations (4), (2), (3) connected 

together as well as two Mobile Hosts (0), (1) . 

We can show that Mobile Host ( 1) sends data packets to Mobile Host (0) where he 

sends these packets through the Base Station (4) then from (4) to Base Station (2) and (3) 

till the packets reach the Mobile Host (0) . 

Where figure -+ .5 shows how node (1) is sending data packets to node (0) 
-~- ------~---~~-~ ~ - - -- ------- ~ - -

j~ Cygwin!X - 0:0 

File Views Analysis I lusr /local/out .nam : I 
I 'J 
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I I I~ 

· ~ 
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<I> I 
I 

' ~i <f 
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I ~ I 
I I T 

~ ® i 

.J 2 

IJ 0/ 
i. 
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I I IIIIIIIII I IIIIIIIII I IIIIIIITfflllllllll l lll l llll I 
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~ f,J 1 .. · 

Figure 4.5 Node l is sending data packets to node 0 
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Here we can see hop by hop routing where the sent packets are forwarded from one 

Base Station to another till they arrive the la-;t destination, and we can show here that 

when node (0) wants to send data packets to node ( 1) the same route will be followed till 

data packets arrive final destination a-; we can see from figure 4.6. 
- -
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~ ~ I 
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' ED I I 

I T I 
I ___J ! 

~I ® 
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/_ .j ___________________ ____Jj ·' 
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Figure 4.6 Node 0 sending data packets to node 1 

Sending those packets can be done with Header Compression and Context transfer or 

without Header Compression and Context Transfer. Here we can see the difference in 

consumed Bandwidth through X-graph we got. 
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In what follows we will show the effect of packet size (uncompressed) packet on the 

consumed bandwidth. In our simulation experiment we have two wired channels 

connecting two Base Stations. TCL script, which we have written, calculates the 

consumed bandwidth and writes it to the output files named autO, out 1. During our 

observation of packets sizes we have found out the following cases. 

4.3.8 Effects of Header Compression on Bandwidth 

In the Model, when the Mobile Host sends packets without Header Compression it 

will consume more bandwidth, where the consumed bandwidth by the Mobile Host is 

calculated and then the graphs are drawn as follows. 
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Without Header Compression 

Sizes of sent packets are l 0,000 bytes. The graph of consumed band width will be as 

figure 4.7 
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Figure 4.7 Consumed bandwidth in the case of no Header Compression 
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With Header Compression 

We can see the difference in consumed bandwidth from figure 4 .8 . Noticeable as the 

maximum value in the first case is L lOOO, but the maximum value in the second ca-.;e is 

10,000. 
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Figure 4.8 Consumed bandwidth in case of Header Compression 
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Chapter 5 

Conclusion 

Over the past few years, developments in Mobile Computing are enormous and all 

pointers around us refer to the fact that the future is governed by Mobile Computing 

techniques. 

This dissertation work deals with Mobile Computing in general and Cellular IP in 

particular as application of Mobile Computing Environment. The work in chapter four 

discusses the QoS issue in this dissertation depending on the time delay that is required in 

Cellular IP network for two cases: 

Case I with Context Transfer. 

Case II without Context Transfer. 

In the two cases, the size of the packet varies according to the payload in each 

packet while the size of the header is constant. We observe from results that the Header 

Compression Algorithm used is efficient and as a result Context transfer is efficient 

where small size packets are sent instead of re-establishing the context again. The 

efficiency of both Header Compression Algorithm and the Context transfer is useful in 

some places like Cellular IP networks where using Context transfer technique makes 

handoff operation more efficient with respect to time. On the other hand, performing 

handoff operation in micro mobility environment without Context transfer will force the 

Mobile Host as well as the Base Station to re-establish Context at any handoff operation, 

the thing which will consume time without profit. 

While we are talking about Context transfer operation after Header Compression, 

we considered the probability of error during Compression operation. It is observed that 

changing Bit Error Rate affects the probability of error in two cases; in case of 

uncompressed header, and in case of compressed header. 
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Finite Automata is prcBented !lnd dbcussed for our model (Cellular IP model). It 

:>hows all operations and all the state~ through which the Mobile Host goes till the end 

and data transfer takes place between the particular Mobile Host and Correspondent Node 

(CN) in another cell. 

Cellular IP Model, as we have noticed, inherits the features of Cellular networks 

and achieves a good performance and good mobility management for its users. So it is to 

conclude that the proposed method has good achievement with respect to time as obvious 

from the previous comparison. 

In section 4.3 in chapter four, we used NS-2 Simulator which we operate under 

Windows operating system using CYGWIN interface. 

Cellular IP Model built here consists of three Base Stations and two Mobile Hosts. 

Every Base Station controls one cell which we can't simulate (using this simulator the 

limits of the cell can't be shown). In this model, one Mobile Host is sending data packets 

to another Mobile Host in another cell. We have simulated the compression operation by 

decreasing the size of the sent packet and every time calculates the bandwidth consumed 

(in case of data compression and in the case of uncompressed data). This means in case 

of context transfer and without context transfer by the X-graph (figure 4.7, figure 4.8) we 

observe that the bandwidth consumption decreases using Header Compression technique. 

As a conclusion we can say that the proposed model could achieve improvement of 

time taken to make a session by suing context transfer before the Mobile Host handoffs to 

another cell. Also improvement is in the bandwidth consumed. As a result this proposal 

gives a good achievement in sense of Quality of Service that takes care of time taken and 

bandwidth. 

The future work is to concentrate more on QoS features of Cellular IP. 
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